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INTRODUCTION 

Audit planning is an essential part of the audit process. 

The audit planning process is largely a function of 

knowing the business and operational risks and how 

they map into financial statement risks. There are many 

different tools and approaches to undertaking this task. 

In this case, we will discuss planning the audit in a public 

company setting, focusing on understanding the   

“THE OBJECTIVE OF THE AUDITOR IS 

TO PLAN THE AUDIT SO THAT THE 

AUDIT IS CONDUCTED EFFECTIVELY.” 

PCAOB AS 2101.02 

business, mapping business to financial reporting risk, and the audit planning process.  

UNDERSTANDING THE BUSINESS 

UNDERSTANDING THE BUSINESS of a client is key to an effective and efficient audit. A good understanding 

of the business allows the auditor to detect and identify the types of transactions and events that are 

expected to have a significant impact on the financial statements. More broadly, understanding the 

business is central to all business activities including management decisions, advisory engagements, 

accounting judgments and forecasting. We will consider various analytical frameworks that help the 

auditor understand the business of their client. 
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PESTLE ANALYSIS, an acronym for Political, Economic, Social, Technological, Environmental and Legal can 

be used as a starting point to identify potential threats to any entity. PESTLE analysis is one approach 

that can be used as part of a Strengths, Weaknesses, Opportunities and Threats, or SWOT analysis. A 

SWOT analysis provides a simple framework to identify internal strengths and weaknesses of a company 

and the external opportunities and threats to the company’s operations. PESTLE analysis helps assess 

threats by considering six potential threat categories. For each category a list can be created to identify 

potential threats. Examples of Political factors include threats from legislative stability, stability of the 

government, corruption, trade restrictions, foreign trade policy, competition regulation, government 

funding, incentives, subsidies and sanctions.ii Examples of Economic factors include changes in 

economic growth (including the stage of the business cycle), taxation, interest rates, employment rates, 

inflation rates, availability of credit, costs of labor and materials. Examples of Social factors include 

cultural or shared beliefs about health, working conditions, leisure, religion, taboos, money and wealth; 

lifestyle trends, shifts in culture and beliefs, and changes in demographics (both from intergenerational 

shifts and migration). Examples of Technology factors include information technology (IT) 

infrastructure, the invention of disruptive technology, automation, artificial intelligence and machine 

learning, the pace of research and innovation, and reliance on existing or obsolete technology. 

Examples of Legal factors include the structure of legal 

protection for civil rights, consumer protection, health, 

safety and labor rights, antitrust, intellectual property 

rights, corruption and copyright, data protection, 

discrimination, and threats to changes to these legal 

protections. Examples of Environmental factors include 

the impact of climate change, pollution, impact on 

endangered species, availability and quality of common 

resources including air and water, availability, quality and 

cost of energy. 

PESTLE analysis provides a good 

starting point to assessing a 

company, but don’t think each 

of these categories are distinct. 

In many cases the risks will overlap. For 

example, environmental factors will be 

affected by both legal protections afforded to 

the environment, which can affect the 

cultural stance towards the environment. 

Legal protection is often also related to 

political factors, including legislation and 

sanctions, that in part reflect a response to 

earlier cultural beliefs about the importance 

of the environment. A complex web of causes 

and effects indeed! 

THE DISCLOSURE OF RISK FACTORS is a required component of the 10-K. In their document “How to read 

a 10-K” the SEC provides the following description of the content of this section: 

“Item 1A - “Risk Factors” includes information about the most significant risks that 

apply to the company or to its securities. Companies generally list the risk factors in order 

of their importance. In practice, this section focuses on the risks themselves, not how the 
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company addresses those risks. Some risks may be true for the entire economy, some 

may apply only to the company’s industry sector or geographic region, and some may be 

unique to the company.”  

(Sourced from: https://www.sec.gov/fast-answers/answersreada10khtm.html) 

Thus Item 1A of the 10-K, which requires the disclosure of risk factors, can potentially provide insight into 

the risks perceived by the company. Due to the broad nature of the disclosure, many disclosed risks will 

overlap with the risks identified using a PESTLE analysis. Nonetheless, reading through the disclosed risk 

factors allows the auditor further opportunity to assess the business risks facing the firm. In addition, the 

SEC requires management to draft a Management Discussion and Analysis (MD&A) section of their 

financial reports with the following objectives: 

• “To provide a narrative explanation of a company’s financial statements that enables investors 

to see the company through the eyes of management; 

• To enhance the overall financial disclosure and provide the context within which financial 

information should be analyzed; and 

• To provide information about the quality of, and potential variability of, a company’s earnings 

and cash flow so that investors can ascertain the likelihood that past performance is indicative 

of future performance.” 

Thus, the MD&A is another potential qualitative source of information about both the business risks and 

the financial reporting risks, especially due to SEC encouragement of top-level management involvement 

and avoidance of uninformative, boilerplate disclosures. Note that the SEC also requires discussion of 

critical accounting estimates and/or policies (i.e., CAPs), judgment in the policies and likelihood of 

material reporting differences under different assumptions. Together, PESTLE and the 10-K can provide 

a good starting point for a comprehensive qualitative analysis of the business risks facing the company.  

MAPPING BUSINESS TO FINANCIAL RISKS 

In this section, we outline the mapping of business risk to financial misstatement risk. Questions to keep 

in mind include: Are all business risks financial reporting risks? Are the business risks and financial risks 

affecting the same accounts? 

AS 2110 from the PCAOB, Identifying and Assessing Risks of Material Misstatement, requires that the auditor 

identify and assess the risks of material misstatement at the financial statement level and the assertion 

level.  In identifying and assessing the risks of material misstatement, the auditor should among other 

factors, identify significant accounts and disclosures and their relevant assertions (AS 2110.59). 

https://www.sec.gov/fast-answers/answersreada10khtm.html


Business and Financial Risks 

 

4 
 

PCAOB Auditing Standards identify an account or disclosure as significant if there is a reasonable 

possibility that the account or disclosure could contain a misstatement that, individually or when 

aggregated with others, has a material effect on the financial statements, considering the risks of both 

overstatement and understatement. The determination of whether an account or disclosure is significant 

is based on inherent risk, prior to the mitigating effect of internal controls. For materiality, SAB 99 defines 

an item as material “if there is a substantial likelihood that a reasonable person would consider it 

important.” AS 2105 goes on to describe how materiality should be assessed for the financial statements 

as a whole and then potentially adjusted downward for specific accounts or disclosures. Figure 2 displays 

a way to consider whether an account is subject to significant misstatement risk. The account must be 

both material and be subject to inherent risk. 

Figure 1 

Account-Level Misstatement Risk 

 

  

Notes: This figure presents one approach to developing an audit risk map. Each quadrant aims to 
represent the relative significance of inherent misstatement risk. This is a subjective process but 
allows for the identification of specific accounts and disclosures where the inherent risk of material 
misstatement is elevated. The risks perceived as most significant are classified into quadrant (1). 
The accounts with the lowest inherent misstatement risk are those in area (3), with accounts in the 
areas marked (2) having medium levels of inherent misstatement risk.  
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For your firm, where does each of the accounts end up? Usually, the largest accounts associated with CAPs 

will end up in quadrant (1), but what about the other accounts? Where would you place them on this figure? 

AS 2110.60 provides guidance on identifying significant accounts and disclosures and their relevant 

assertions, stating: 

“To identify significant accounts and disclosures and their relevant assertions, the auditor 

should evaluate the qualitative and quantitative risk factors related to the financial 

statement line items and disclosures.  Risk factors relevant to the identification of 

significant accounts and disclosures and their relevant assertions include: 

• Size and composition of the account; 

• Susceptibility to misstatement due to error or fraud; 

• Volume of activity, complexity, and homogeneity of the individual transactions 

processed through the account or reflected in the disclosure; 

• Nature of the account or disclosure; 

• Accounting and reporting complexities associated with the account or disclosure; 

• Exposure to losses in the account;   

• Possibility of significant contingent liabilities arising from the activities reflected in the 

account or disclosure; 

• Existence of related party transactions in the account; and 

• Changes from the prior period in account and disclosure characteristics.”  

Keep in mind that “the components of a potential significant account or disclosure might be subject to 

significantly differing risks” (AS 2110.63) and that risk factors should be assessed “based on the 

consolidated financial statements” (AS 2110.64). The MD&A CAPs can highlight financial reporting areas 

that management considers inherently risky because of the high degree of judgment and complexity. 

Finally, AS 1105.11, Audit Evidence, provides guidance on the financial statement assertions, which states 

that:  

“In representing that the financial statements are presented fairly in conformity with the 

applicable financial reporting framework, management implicitly or explicitly makes 

assertions regarding the recognition, measurement, presentation, and disclosure of the 

various elements of the financial statements and related disclosures.  Those assertions 

can be classified into the following categories: 

• Existence or occurrence – Assets or liabilities of the company exist at a given date, 

and recorded transactions have occurred during a given period. 

• Completeness – All transactions and accounts that should be presented in the 

financial statements are so included. 

• Valuation or allocation – Asset, liability, equity, revenue, and expense components 

have been included in the financial statements at appropriate amounts. 

• Rights and obligations – The company holds or controls rights to the assets, and 

liabilities are obligations of the company at a given date. 

• Presentation and disclosure – The components of the financial statements are 

properly classified, described, and disclosed.” 
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THE AUDIT PLANNING PROCESS 

AS 2110 also states that the auditor should obtain an understanding of the company and its environment 

to understand the events, conditions, and company activities that might reasonably be expected to have 

a significant effect on the risks of material misstatement.  AS 2110.7 goes on to state that “obtaining an 

understanding of the company includes understanding: 

• Relevant industry, regulatory, and other external factors; 

• The nature of the company; 

• The company’s selection and application of accounting principles, including relevant 

disclosures; 

• The company’s objectives and strategies and those related business risks that might 

reasonably be expected to result in risks of material misstatement; and 

• The company’s measurement and analysis of its financial performance.”  

AS 2110.8 through AS 2110.17 elaborate on these factors.  Audit guidance for understanding the 

company’s objectives, strategies, and related business risks is provided in paragraphs 14 and 15. 

THE GOALS OF THE PLANNING PHASE OF THE AUDIT can be best understood in the context of the Audit Risk 

Model:  

 AR = IR X CR X DR (1) 

Where AR is Audit Risk, IR is inherent Risk, CR is Control Risk, and DR is detection Risk.  

For a material misstatement to occur, three events must happen. First, the misstatement must be 

recorded in the accounting system. The likelihood that this occurs increases with the inherent risk of the 

account. Second, internal controls must fail to prevent or detect the misstatement (with this event 

increasing with control risk). Third, the misstatement must remain uncorrected after the auditor 

performs substantive tests (with this event increasing with detection risk). 

During the planning phase of the audit, the auditor must consider all three components of the audit risk 

model. Inherent risk is the probability that a financial statement assertion is misstated before considering 

the effects of internal controls. This risk is affected by many of the firm characteristics we discussed 

earlier. Control risk is the likelihood that internal controls will not prevent a material misstatement 

(independent of the audit process). This component of the audit risk model highlights the importance of 

implementing and maintaining strong control systems. Finally, detection risk is the likelihood that the 

auditor’s procedures fail to detect a misstatement. During the planning phase of the engagement, the 
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auditor designs tests and procedures based on the first two components of the audit risk model to lower 

detection risk to an acceptable level.  

Substantive tests may fail to detect a material misstatement because the auditor has not applied the 

proper procedures (due to inadequate planning), procedural errors caused by poor supervision, 

improper corrective actions, or simply due to sampling omission. In most cases, it is not cost-effective for 

auditors to examine every single transaction. Thus, the audit risk model recognizes that there is a small 

amount of residual risk even after the auditor has performed his or her substantive tests. With modern 

auditing systems improving over time, the ability to import all transactions has become feasible, greatly 

lowering the risk of making a sampling omission error. 

A DYNAMIC AUDIT PLANNING APPROACH provides the auditor with an analytical tool to avoid the "same 

as last year," or SALY, psychological pitfall that can easily affect audit planning.iii Taking a dynamic audit 

approach focuses the auditor on assessing how audit risks have changed since the prior year, or in other 

words, asks the question what is different from last year?  

Figure 2 

Dynamic Audit Planning Visualization Example 

 

  

Notes: This figure provides an example of a dynamic audit risk map. Each circle identifies a key 
account with the solid circles being the current riskiness of the account and the dashed circles 
representing the prior year. Color can be used to indicate different levels of risk. For example, purple 
could be used for material risks, and gold for important risks that are unlikely to be material. Arrows 
are used to emphasize the shifting nature of the risk associated with each account. This approach 
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differs from the quadrant approach as instead of using defined categories risk is judged on a 
continuous map with the highest risks being those closest to the top right-hand corner. 

Figure 3 provides a visualization of the audit risk map for a hypothetical company. The circle A reflects a 

material risk that has not changed in terms of materiality or likelihood of being misstated since the prior year. 

An example could be the estimates of warranties and provisions for a large manufacturer in a year where the 

business was relatively stable, and the accounting did not change. Circle B reflects an account that was 

considered as a higher risk in the prior year and dropped due to a decline in the potential impact on the 

financial statements (i.e., the effect of a misstatement has been judged as not significant this year). An 

example could be the estimate of an intangible that appeared overstated but has since been subject to a 

significant impairment charge. Finally, circle C reflects a material risk with an increasing likelihood of 

misstatement. An example could be the measurement of lease liabilities for a firm with many complex lease 

agreements increasing due to changes in the leasing standard. 
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ENDNOTES 

i Acknowledgements: This case was first prepared by Asher Curtis and Andy Kitto in the Autumn of 

2017. This version was revised and edited by Beth Blankespoor in 2019. Parts of the auditing section 

makes use of and extends a prior case written by Zoe-Vonna Palmrose.  
ii Some authors and other commentators may refer to a government as pro- or anti- business. This 
simplification is inconsistent with a PESTLE analysis (and a more realistic worldview) as it assumes that 
businesses are isolated from the political consequences on the economy, society, technology, legal system 
and environment. Reality is generally complex and has hidden interdependencies. 
iii Remember the rush to solve bias from orientation? Taking a SALY approach disregards any 

information about the evolution of business and operating risks and instead favors speed. Especially 

given the rapidly changing environment faced by most modern businesses, a SALY approach is likely to 

be more time consuming in the future when dealing with audit problems such as litigation and PCAOB 

deficiencies. 
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APPENDIX – DYNAMIC AUDIT PLANNING 
Figure 3 is drawn from the real-world disclosure of Rolls Royce’s auditors in the 2017 Rolls Royce annual 
report (https://www.rolls-royce.com/~/media/Files/R/Rolls-Royce/documents/annual-report/2017/2017-
full-annual-report.pdf). See below for excerpts. 
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